
Third  Party  Successfully
Unlocks  Terrorist  iPhone,
ending  Government  Encryption
Case Against Apple
The U.S. Justice Department has announced that the third party
who came forward and convinced the FBI that it could unlock
the San Bernardino terrorist’s encrypted iPhone successfully
unlocked the encrypted iPhone, ending the standoff between
Apple and the FBI.   The Silicon Valley Software Law Blog
addressed the developments in this fight between the U.S.
Government and Apple in the following blogpost:

http://www.siliconvalleysoftwarelaw.com/third-party-hacks-san-
bernardino-terrorist-iphone-ending-standoff-between-apple-and-
fbi.
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